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Summary

This thesis examines the balance between corporate transparency and the rights to privacy and data protection in the context of the CJEU ruling in *WM and Sovim SA v Luxembourg Business Registers*.

Using the doctrinal legal research method to explore and analyse the topic, the thesis first discusses the historical development of corporate transparency in the EU. Subsequently, it analyses possible interferences of the current state of the beneficial ownership transparency regime with the fundamental rights of the EU citizens. In particular, the thesis critically examines the CJEU ruling in *WM and Sovim SA v Luxembourg Business Registers* case. The findings reveal that the ruling, while aiming to protect privacy and data protection rights, perhaps insufficiently considers the broader societal need for corporate transparency. As such, it risks creating an environment in which illicit activities can flourish, shielded by an overly broad interpretation of privacy rights.

The thesis concludes by proposing alternative approaches, such as adopting a risk-based approach and providing special access mechanism for civil society and the press, which may help to better reconcile the rivalling demands of transparency and privacy. In doing so, the thesis aims to contribute to the ongoing discourse around finding an adequate balance between corporate transparency and privacy/data protection rights.
## Abbreviations

<table>
<thead>
<tr>
<th>Abbreviation</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>AML</td>
<td>Anti-Money Laundering</td>
</tr>
<tr>
<td>AMLD</td>
<td>Anti-Money Laundering Directive</td>
</tr>
<tr>
<td>BO</td>
<td>Beneficial Ownership</td>
</tr>
<tr>
<td>CFR</td>
<td>Charter of Fundamental Rights</td>
</tr>
<tr>
<td>CJEU</td>
<td>Court of Justice of the European Union</td>
</tr>
<tr>
<td>EU</td>
<td>European Union</td>
</tr>
<tr>
<td>FATF</td>
<td>Financial Action Task Force</td>
</tr>
<tr>
<td>GDPR</td>
<td>General Data Protection Regulation</td>
</tr>
<tr>
<td>MS</td>
<td>Member States</td>
</tr>
<tr>
<td>TEU</td>
<td>The Treaty on European Union</td>
</tr>
<tr>
<td>TFEU</td>
<td>The Treaty on the Functioning of European Union</td>
</tr>
</tbody>
</table>

This refers to both Courts, the Court of Justice and the General Court.
1 Introduction

1.1 Background

After the Panama and Paradise papers exposed how the global elite hid their illicit wealth in offshore countries through the use of complex corporate structures,\(^1\) there has been an increased awareness of the need for transparency in ascertaining the genuine owners of businesses and assets.\(^2\) As a result, a number of governments and international organisations have started to adopt new legislation with the aim of piercing the corporate veil and shedding more light on corporate ownership.\(^3\) One of the first jurisdictions to take such step was the European Union (EU) which adopted the 4th Anti-Money Laundering Directive (AMLD4) in 2015.\(^4\) The new Directive required all EU Member States (MS) to establish central registers containing beneficial ownership (BO) data of firms operating within their territories. The AMLD4 required that the central registers must be primarily open to financial intelligence units, other law enforcement agencies and obliged private entities listed in the Directive.

Although the AMLD4 was a useful step towards the increased corporate transparency, the European Commission considered that it was not sufficient to combat financial crime and terrorist financing. This spurred the introduction of the EU’s 5th Anti-Money Laundering Directive (AMLD5) in 2018, mandating the MS to create public registries containing BO data and this time, such data was to be open to any member of the general public.\(^5\) Nonetheless, the execution of BO transparency initiatives, especially with regards to the
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general public access, presents significant concerns regarding the equilibrium between transparency and the rights to privacy and data protection. In November 2022, the Court of Justice of the European Union (CJEU) delivered a pivotal judgement in the case of *WM and Sovim SA v Luxembourg Business Registers*, which directly addressed this matter.6

The CJEU was requested by the Luxembourg District Court to evaluate if the EU AMLD5’s provisions allowing general public access to BO data contravened Articles 7 and 8 of the EU Charter of Fundamental Rights (CFR) or the provisions of the EU’s General Data Protection Regulation (GDPR). The Court decided that public access to such information disproportionately violated the aforementioned articles and seriously interfered with the fundamental rights to respect private life and personal data, leading to the invalidation of the AMLD5’s article that granted public access.

This ruling offers very useful insights into the CJEU’s stance with regards to debates surrounding financial privacy and corporate transparency. The EU’s anti-money laundering (AML) legislation relies heavily on data disclosures and data retention measures and therefore, this case addresses very important questions regarding the interference of these measures with citizens’ fundamental rights.7 Importantly, the case also raises many questions regarding the balance between the rights to privacy/data protection and the principle of transparency.

1.2 Research questions and objectives

This thesis seeks to examine the complex relationship between corporate transparency and privacy rights in the EU. The primary research question guiding this thesis is how the EU can strike an adequate balance between the rivaling demands of corporate transparency and privacy.

To address this research question, the thesis will delve into the following sub-questions:

1. What are the legal frameworks surrounding corporate transparency and privacy/data protection in the EU?

2. What are the potential interferences between these concepts?
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7 See e.g. AMLD4, Chapters III, IV, V.
3. How does the CJEU ruling in *WM and Sovim SA v Luxembourg Business Registers* impact the balance between these concepts, and what are the potential shortcomings and challenges posed by the ruling?

4. What alternative approaches can be proposed to effectively tackle financial crimes without undermining privacy and data protection rights?

By answering these questions, the thesis aims to investigate the key considerations and challenges in finding a delicate balance between corporate transparency and privacy rights. While using the CJEU ruling in *WM and Sovim SA v Luxembourg Business Registers* as a reference point, the main focus of this thesis is to contribute to the ongoing discussion surrounding the equilibrium between the two opposing concepts.

### 1.3 Methodology and materials

This thesis employs a doctrinal legal research method to examine the corporate transparency regime within the EU. Doctrinal legal research is a method of examining legal rules, principles and concepts in a systematic and comprehensive manner so as to provide a clear and coherent understanding of the law. It involves analysing and synthesizing various statues, case law and legal literature in order to develop structured and well-informed arguments. Ultimately, the use of the doctrinal legal research method in this thesis facilitates an in-depth and nuanced assessment of the relevant legal frameworks and their impact on the balance between corporate transparency and individual privacy rights.

The initial stage of the research involved a comprehensive review of the EU primary law (e.g. the EU treaties, CFR), secondary law (e.g. directives and regulations related to AML and privacy/data protection) and the CJEU rulings and decisions, in order to identify the legal sources which are relevant to the research questions. In addition, a number of working documents of the European Commission (e.g. impact assessments and proposals), relevant legal literature and opinions of various civil society organizations were analysed with the purpose of evaluating the legal rules and provisions related to corporate transparency and privacy rights. Subsequently, by analysing and synthesizing these sources, the thesis developed structured arguments to address the above-mentioned research questions.

### 1.4 State-of-the-art
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9 Ibid.
The relationship between corporate transparency and privacy rights in the EU has been debated and researched extensively. The literature on this topic can be traced back to the early theoretical foundations of these two important concepts. Corporate transparency literature primarily focuses on the importance of BO transparency measures in promoting accountability, the stability of capital markets and the protection of investors. On the other hand, literature regarding privacy rights emphasizes the significance of human dignity, individual autonomy and personal data protection.

Several studies have previously analyzed the interference of the corporate transparency measures with various human rights, including the rights to privacy and data protection. However, most of these studies were conducted prior to the CJEU’s ruling in WM and Sovim SA v Luxembourg Business Registers case and therefore, they may not take into account the concerns raised by the CJEU in its recent ruling. Nevertheless, there have been a few studies which discussed the issues raised by the CJEU. Some of these papers supported the CJEU’s ruling for bringing the rights to privacy and data protection back into the debate. At the same time, some other authors have criticized the ruling for its negative impact on transparency. Predictably, there was a heavy criticism of the ruling by the press, specifically by the transparency proponents.


15 Ibid., See e.g. Tax Justice Network, ‘EU court returns EU to dark ages of dirty money’ (23 November 2022) <www.taxjustice.net/press/eu-court-returns-eu-to-dark-ages-of-dirty-
The existing literature highlights the challenges, opportunities and ongoing debates regarding the relationship between corporate transparency and privacy. By building on these previous works, this thesis aims to contribute to the academic discourse by exploring different ways that the EU legislator can strike an adequate balance between the two concepts, in the light of the CJEU ruling in *WM and Sovim SA v Luxembourg Business Registers* case.

1.5 Delimitations

The scope of this study is limited to an analysis of the EU’s legal framework for corporate transparency and privacy/data protection, specifically with regard to the BO disclosure requirements. However, certain aspects have been excluded from the scope of this research. These include: in-depth analyses of the legal definition of ‘beneficial owner’; international initiatives regarding corporate transparency, such as the recommendations of the Financial Action Task Force (FATF), and extensive case law on the rights to privacy and data protection. While these aspects may be relevant to the broader discussion of corporate transparency and its legal implications, they are beyond the intended scope of this study.

1.6 Disposition

The first chapter of this thesis introduces the research topic, research questions and objectives, and provides a brief state-of-the-art overview. The second chapter focuses on the current state of the corporate transparency regime in the EU. Initially, the thesis provides a brief historical overview of the legal developments in the EU concerning general public access to BO data. In order to do so, it examines various stages in the development of the EU’s AML legislation. Subsequently, the thesis analyses the extent to which unrestricted public access to central registers of BO data interferes with fundamental rights, specifically the rights to privacy and data protection. Upon addressing these interferences, the recent judgement of the CJEU in the *WM and Sovim SA v Luxembourg Business Registers* case will be expounded upon.

The third chapter of the thesis starts by critically analysing the CJEU’s ruling in the *WM and Sovim SA v Luxembourg Business Registers* case. In doing so, it discusses various potential shortcomings and uncertainties which resulted from the Court’s reasoning in this case. In particular, this section criticizes the Court’s arguments provided in its proportionality assessment. Next, the thesis analyses the extent to which general public access to BO data has been
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effective in the EU’s fight against financial crimes. Before providing con-cluding remarks, the fourth chapter explores possible developments in the fu-ture with regards to corporate transparency in the EU.
2 General public access to the beneficial ownership information in the EU

2.1 Legal developments in the EU with regards to corporate transparency

In recent years, there has been a growing recognition of the importance of corporate transparency in the EU, especially with regards to identifying the ultimate beneficial owners of companies and assets. This was driven, inter alia, by several high-profile events which revealed how the global elite hid their illegally gained funds behind offshore companies and complex corporate structures. These scandals increased public awareness concerning the need for greater transparency which, subsequently, pushed governments and international organisations to take action.

Admittedly, the importance of identifying beneficial owners in combatting financial crimes was already recognised prior to the aforementioned major events. The legal obligation for financial institutions to identify their customers was imposed by the 1st AML Directive in 1991 (AMLD1), but it included very limited information on the relevant procedures. It was not until the 3rd AML Directive in 2005 (AMLD3) that the EU legislator laid out more detailed information regarding the customer identification requirements for the financial institutions. This required the legislator to define what “beneficial owner” means. So, the Article 3 of the AMLD3 defined the term of “beneficial owner” as “the natural person(s) who ultimately owns or controls the customer and/or the natural person on whose behalf a transaction or activity is being conducted”. In order to identify the beneficial owner, financial institutions could ask their clients for the relevant documentation, and/or verify the identity of the beneficial owner using public records and other sources if they are available.

However, the task of identifying the true beneficial owner of a company or an asset was not such an easy task. This is particularly true when we consider that some countries at the time required just a little more than a name and an
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19 ibid Article 3.
address to register a new company in their jurisdiction. Moreover, such records might not have always been available due to the lack of central registers in those countries.

Under the circumstances, the EU legislator took a significant step towards BO transparency with the adoption of the 4th AML Directive in 2015 (AMLD4).\(^\text{20}\) The AMLD4 mandated that the EU MS must maintain a central register containing an accurate and current information regarding the beneficial owners of companies registered in their jurisdictions.\(^\text{21}\) Such information must include at least the personal details of the beneficial owner (i.e. full name, complete date of birth, nationality, country of residence) and the details of the beneficial interests held by the person.\(^\text{22}\)

It also stated that such registers must be accessible in all cases to the competent authorities and financial intelligence units (FIUs), without any reservations.\(^\text{23}\) Additionally, in accordance with the AMLD4, such registers must be made accessible to entities obliged by AMLD4 to perform customer due diligence (e.g. credit and financial institutions) and any person or organisation which is able to demonstrate that they have a legitimate interest in accessing the register.\(^\text{24}\) However, the access to the central registers by some of the obliged entities and person(s) with a legitimate interest could be restricted where it could expose the beneficial owner to the risk of kidnapping, intimidation, blackmail, fraud and violence, or in case where the beneficial owner is a minor or incapable.\(^\text{25}\)

The AMLD4 required MS to establish such central registers by June 2017.\(^\text{26}\) However, this was not the case as several countries failed to adhere by these deadlines. For example, according to the report from 2021 by Transparency International, after 4 years of transposition deadline, countries such as Hungary, Italy and Lithuania did not have any kind of BO registers in place.\(^\text{27}\)
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\(^\text{21}\) Ibid Article 30 (3).

\(^\text{22}\) Ibid Article 30 (5).

\(^\text{23}\) Ibid Article 30 (5) (a).

\(^\text{24}\) Ibid Article 30 (5) (b), (c).

\(^\text{25}\) Ibid Article 30 (9).

\(^\text{26}\) Ibid Article 67.

Apart from that, even where MS had established some sort of a central register, access to the information were often hindered by registration requirements, search functionalities, etc.\textsuperscript{28}

Moreover, there were also other issues related to the BO transparency regime established by the AMLD4. In accordance with the AMLD4, a person or an organisation could gain access to the BO information if they could demonstrate a legitimate interest.\textsuperscript{29} However, the AMLD4 did not provide any definition for the concept of a “legitimate interest” in this particular context. The lack of a uniform definition might have potentially given rise to divergent applications of the law among MS. The Commission published an impact assessment document in 2016 accompanying the Proposal for a Directive of the European Parliament and of the Council amending Directive (EU) 2015/849 on the prevention of the use of the financial system for the purposes of money laundering or terrorist financing and amending Directive 2009/101/EC.\textsuperscript{30} According to this document, the lack of uniform definition of the “legitimate interest” gave rise to various practical difficulties in its application.\textsuperscript{31}

The above mentioned proposal gave rise to a new AML directive in the EU. In May 2018, the 5\textsuperscript{th} AML Directive (AMLD5) was adopted by the European Parliament and Council, and it came into force on July 2018.\textsuperscript{32} The new directive, AMLD5, built on the measures introduced by AMLD4, aimed to further strengthen the EU’s AML framework and enhance the corporate transparency. One of the key aspects of AMLD5 is that it requires MS to open up their central registers with BO information to all members of the general public. In other words, it removed the previous requirement of demonstrating a legitimate interest and instead, mandated the central registers to become public. Apart from solving the practical difficulties associated with applying the legitimate interest test, it also recognized the importance of the public scrutiny and civil society engagement in combatting financial crimes.\textsuperscript{33}

The AMLD5 states that in exceptional circumstances, which are to be determined in national law, such access can be restricted if the beneficial owner

\begin{itemize}
\item \textsuperscript{28}Ibid.
\item \textsuperscript{29}AMLD4, Article 30 (5) (c).
\item \textsuperscript{31}Ibid.
\end{itemize}
can demonstrate that the disclosure of BO information would lead to “disproportionate risk, risk of fraud, kidnapping, blackmail, extortion, harassment, violence or intimidation, or where the beneficial owner is a minor or otherwise legally incapable”.

The AMLD5 requires that MS must transpose the Directive into their national legal systems by January 2020. However, according to the above mentioned report of Transparency International, more than a year after this transposition deadline, there were still 9 EU MS which had not yet established public BO registers. Apart from that, in some countries where such public registers were established, the registers had complicated registration requirements which often limited the ability of foreign FIUs and other competent authorities to access the relevant information regarding the BO.

Nevertheless, over the years, governments and international organisations all around the globe took serious steps towards increasing corporate transparency. As mentioned above, this was a result of, inter alia, increased public awareness of how kleptocrats around the world are using complex corporate structures to hide the money they stole from their countries. The modern global financial system allows for the money to flow without borders, while AML laws are often constrained by national borders. The AMLD5’s requirement for MS to establish publicly available registers of beneficial owners was a significant step towards the corporate transparency, allowing not only EU MS but also non-EU countries to combat financial crimes more effectively.

2.2 Possible interference of corporate transparency with fundamental rights

Traditionally, transparency has been an important aspect when it comes to the activities of public authorities. As one of the notable political philosophers of the 20th century Norberto Bobbio argued, democracy can be seen as “the government of public power in public”.

The principle of transparency has an important place in the EU legal order and it has been codified in the primary law, with Article 1 of the Treaty on
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34 AMLD5, Article 20a (15) (g).
37 Ibid p. 7.
EU (TEU) being a salient example in this regard. The CJEU also acknowledged the connection between democracy and transparency in its various rulings. For example, in one of its judgements, the Court has stated that transparency provides more legitimacy to the public authorities and enables citizens to take a more active role in the decision-making processes in their countries.

The transparency required in exercising public power can be juxtaposed with the protection of secrecy of private life. With the rise of digital technologies and the internet, the right to privacy has gained even more importance and came to include the protection of personal data. These rights have been codified both in the primary and the secondary laws of the EU. For example, the right to the protection of personal data has been enshrined in the Article 8 of the EU CFR. This right was further strengthened and codified in the General Data Protection Regulation (GDPR) of the EU.

However, given the modern complex world, the public and private spheres often overlap and interfere with each other. As a result, the dividing line between the two is not always straightforward. In some contexts, certain private acts or individuals may have an important impact on the public life in that society and as a result, a general interest might arise to know certain aspects of an individual’s life which could otherwise be considered private. In such situations, conflicts may arise between the need for transparency and the rights to privacy and data protection.

In its case law, on several occasions, the CJEU attempted to find the adequate balance between these two objectives. For example, in Volker und Markus Schecke and Eifert, the Court ruled that publishing of nominative data about the recipients of agricultural aid contributed to the transparency and gave the citizens more control over the use of public funds. In another ruling, the CJEU acknowledged that certain private organizations, under certain conditions, may have a significant impact on the public life of the society and therefore, the higher level of transparency regarding these organizations may constitute an overriding reason in the general interest.

---

After the relationship between anonymous corporate structures and money laundering became well known to the public, the movement towards corporate transparency gained momentum. One of the outcomes of this movement was the requirement of the AMLD5 for MS to establish public registers of beneficial owners of companies incorporated in their respective jurisdiction. However, the access to such information by the general public remains controversial up to this day due to its potential interference with the beneficial owners’ rights to privacy and data protection.

The issue of interference of preventive AML measures with other fundamental rights protected by the EU has previously been discussed in the CJEU’s case law and various academic works. In Jyske Bank, the CJEU was tasked with balancing AML measures with the citizens’ freedom to provide services.\(^{45}\) In its analyses, the Court recognised that combatting financial crime constitutes a legitimate aim and an overriding reason in the public interest and therefore, it is capable of justifying interference with certain rights and freedoms.\(^{46}\) To borrow the reasoning of another author, the fight against money laundering, through the EU legislation and the court’s case law, has emerged as a “general interest” of the EU whose interferences with other fundamental rights needs to be assessed considering the principle of proportionality.\(^{47}\) In the case of public registers of BO, it is first necessary to ascertain whether such interferences with the rights to privacy and data protection exist.

The rights to privacy and data protection are enshrined in Articles 7 and 8 of the EU CFR.\(^{48}\) Based on the CJEU’s case law, these rights concern any information related to “an identified or identifiable individual”.\(^{49}\) In the case of beneficial owners of companies, in accordance with the Article 3(6) of the AMLD4, this requirement is satisfied as a beneficial owner is an identifiable natural person. As for the data that is being disclosed in the public registers, it can be classified as personal data within the meaning of the Articles 7 and 8 of the EU CFR. This assumption is based on the Court’s case law where it has stated that personal data is protected by the EU law regardless of whether it forms part of a professional activity or can be considered sensitive or not.\(^{50}\) Based on these analyses, one can deduce that the information disclosed on the public registers of beneficial owners falls within the scope of the rights pro-

\(^{46}\) Ibid paras 62-64.
\(^{48}\) EU Charter of Fundamental Rights, Articles 7-8.
ected by the EU CFR. Therefore, disclosing the said data to the general public may constitute an interference with the concerned persons’ rights to privacy and data protection.

According to the Recital 5 of the AMLD5, the measures brought forward by the Directive must be pursued having regard to other fundamental rights protected by the EU such as right to the protection of personal data and where there are interferences with the said right, MS should apply the principle of proportionality. In another occasion, the Directive states that the exemption brought by the Article 20a (15) (g) of the AMLD5 aims to provide a balanced and proportionate approach in maintaining public registers so that MS can protect the secrecy of citizens’ private life and their personal data when disclosing the BO information would otherwise disproportionately violate the said rights.

Despite these safeguards provided by the legislator, it is still controversial whether the general public access to such information is proportionate to the objective pursued by the Directive. The proponents of transparency often argue based on the “nothing to hide, nothing to fear” notion. However, as stated earlier, disclosure of personal data may undermine the rights to privacy and data protection even when the disclosed information is not sensitive or does not necessarily result in disadvantage for the person whose data was disclosed.

2.3 The CJEU ruling in WM and Sovim SA v Luxembourg Business Registers

On 22 November 2022, in the preliminary ruling procedure, the CJEU issued a judgement in the case of WM and Sovim SA v Luxembourg Business Registers. In this case, the CJEU was asked to evaluate the validity of the AMLD5 requirement for MS to establish publicly available registers of BO.
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51 AMLD5, Recital 5.
52 Article 20a (15) (g) of the AMLD5 states that Member States may provide an exemption to the disclosure of beneficial ownership information to the general public and certain obliged entities if such disclosure would result in disproportionate risk, risk of kidnapping, fraud, extortion, blackmail, intimidation, harassment or violence, or where the beneficial owner in question is a minor or legally incapable in some other way.
53 AMLD5, Recital 36.
2.3.1 Background of the case

In 2019, Luxemburg implemented a public register of BO, providing public access to a broad range of information on ultimate beneficial owners of companies registered under its jurisdiction. Two parties, WM (C-37/20) and Sovim (C-601/20), brought attention to this new regulation as both parties requested the Luxembourg Business Register (LBR) to restrict access to information available on the public register. Despite their efforts, the LBR rejected both applications, leading to their appeal to the Luxembourg District Court. WM argued that exceptional circumstances existed within the meaning of Article 30 AMLD4 (as amended by AMLD5), while Sovim contended that allowing public access to the identity and personal data of their BO information breached the fundamental rights to privacy and protection of personal data guaranteed by the EU CFR and several provisions of the GDPR.

The Luxembourg District Court stayed the proceedings in both cases and referred various questions to the CJEU for clarification on the interpretation of Article 30 AMLD4 (as amended) and its compliance with the EU CFR and several provisions of the GDPR.

2.3.2 Serious interference with the fundamental rights

The CJEU initiated its deliberations by addressing the compatibility issue of Article 30 of the AMLD4 (as amended) with the fundamental rights enshrined in Articles 7 and 8 EU CFR. The Court was of the opinion that the data related to ultimate beneficial owners constituted personal data and the disclosure of such data to third parties amounted to data processing. The CJEU concluded that this action interferes with the fundamental rights as enshrined in Articles 7 and 8 of the EU CFR, regardless of the subsequent use of such information. The CJEU disagreed with AG Giovanni Pitruzzella's view and found the interference with the above mentioned fundamental rights to be serious. The Court based its conclusion on two primary grounds described below.

First, the information contained in the BO register makes it possible to create a profile concerning the natural person whose personal identifying data is being disclosed. The Court noted that the registry consists of information on the beneficial owner’s identity as well as nature, and extent of their interest held in a given corporate or other legal entity. Depending on the configuration of national law, it may also give information regarding the state of the person's
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58 Ibid, Opinion of the AG Giovanni Pitruzzella, para 104.
wealth and involvement in a particular economic sectors, countries, and information about specific undertakings in which he or she has invested.\textsuperscript{59}

Second, the Court focused on the inherent aspect of the public registers which is making personal data of a natural person freely accessible to any member of the general public by putting it on the internet. The problem is that this leads to a loss of control over the purpose for which the disclosed information might be used or processed. Thus, the information in the public registries may be used for purposes other than AML and counter-terrorism financing, which puts the individuals concerned in an increasingly challenging or even unrealistic position to protect themselves against any possible misuses.\textsuperscript{60}

2.3.3 Transparency arguments

When examining if the measure in question fulfils the EU’s recognized general interest objective, the Court made a distinction between two aspects: the first being the creation of a hostile environment for criminals by increasing transparency, and the second being transparency as a principle that allows citizens to participate in the democratic decision-making processes.

In terms of the first aspect, the CJEU recognized that the creation of a hostile environment for criminals by promoting transparency so as to prevent money laundering and terrorism financing is an objective of general interest recognized by the EU.\textsuperscript{61} Admittedly, this objective is capable of Justifying serious interferences with the rights protected in Articles 7 and 8 of the EU CFR. The EU’s AML and counter-terrorism financing policy aims to prevent the use of the EU financial system for such illicit purposes. The AMLD5 takes this policy further by recognizing that transparency is essential to achieving this objective. According to the AMLD5, enhanced transparency could be a powerful deterrent to criminals seeking to hide their finances through non-transparent structures.\textsuperscript{62} To achieve better transparency, public access to BO information is necessary. This information would enable more active scrutiny by civil society, especially the press and civil society organizations.\textsuperscript{63} Moreover, it would also help fight the misuse of companies and various complex corporate structures for money laundering and terrorist financing purposes, as anyone doing business would be aware who is the beneficial owner of a legal entity.\textsuperscript{64}

\textsuperscript{59} Ibid, para 41.
\textsuperscript{60} Ibid, paras 42-43.
\textsuperscript{61} Ibid, para 59.
\textsuperscript{62} AMLD5, Recital 4.
\textsuperscript{63} AMLD5, Recital 30.
\textsuperscript{64} Ibid.
In terms of the second aspect, the CJEU disagreed that the principle of transparency in itself constitutes a general interest of the EU in this particular context. The Court recognized that the principle of transparency plays an important role in democratic societies and it is enshrined in the primary law of the EU, particularly in the Articles 1 and 10 of the TEU. However, the Court argued that the transparency mentioned in the primary law refers to exercising public power, such as government activities. It does not concern the identities of beneficial owners, nature and extent of their beneficial interests.65

2.3.4 Assessing the proportionality of the interference

The CJEU used a three-step test to determine whether the interference was proportional. This approach has been used by the Court in its previous case law, for example in the case involving the retention of traffic and location data.66 It involves evaluating whether the measure is appropriate, necessary, and proportional to the objective of general interest being pursued.

As a first step, the Court analysed whether the measure in question is appropriate for achieving the intended objective. According to the Court, the general public access to the information regarding beneficial owners as required by the AMLD5 increases the corporate transparency and contributes to creating a more hostile environment for criminals intending to launder the proceeds of crime and/or finance terrorism. Thus, the Court concluded that creating public registers of beneficial owners is an appropriate measure for achieving the general interest pursued in this case.67

Following this, the Court proceeded to assess whether the measure in question is strictly necessary to achieve the proclaimed general interest. It stated that 'where there is a choice between several measures appropriate to meeting the legitimate objectives pursued, recourse must be had to the least onerous'.68 The CJEU started by analysing the reasons behind amending the regime established by the AMLD4 where BO information was accessible, inter alia, to any person or entity which was able to prove that they have a legitimate interest. The Commission previously argued that the concept of a legitimate interest is not easy to define from the legal perspective and it creates practical difficulties in application.69 The Court rejected the Commission’s argument
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and stated that it does not constitute a reasonable justification for expanding such access to the general public.

Furthermore, the Commission provided arguments relying on the Recital 30 of the AMLD5 which stated that the general public access to the BO information enables civil society to conduct closer scrutiny and take a more active role in combatting financial crimes and terrorist financing. In that regard, the recital makes an express reference to the press and civil society organisations. Apart from that, the recital argues that the public access also allows potential business partners to make more informed decisions on whether they would like to enter into transactions with each other or not. The Court recognized the importance of giving such access to the above mentioned actors and stated that they have a legitimate interest within the meaning of the Article 30 of the AMLD4 (before being amended by the AMLD5). Thus, the Court concluded that giving access to any member of the general public is not strictly necessary to achieve the objectives stated by the AMLD5.  

Finally, the CJEU analysed whether the measure in question meets the requirement of proportionality stricto sensu. In order to do so, the Court considered whether the objective pursued by giving public access to the BO information is balanced properly with the fundamental rights in question, and whether there are enough safeguards to prevent the abuse of the measure. The Commission contended, based on the Recital 34 of the AMLD5, that the AMLD5 precisely defines the scope of the information to be disclosed to the public and that there are sufficient safeguards to minimise the risk of abuse. Moreover, the Commission, the Parliament and the Council stated that the possibility to derogate from the disclosure requirement, as enshrined in the Article 30(9) of the AMLD5, provides additional safeguards against the risk of abuse.

However, the Court noted that the Article 30(5) of the AMLD5 provides that the scope of the information disclosed through public registers includes “at least” the data mentioned in that provision. It implies that the MS may provide an additional information other than those mentioned in the Article 30(5) of the AMLD5. The Court concluded that the provisions providing for general public access to BO information do not meet the requirements of clarity and precision.

Having established that providing access to any member of the general public is not proportionate to the objective pursued by the AMLD5, the Court effectively invalidated those provisions of the Directive. Thus, it did not examine
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other questions sent by the referring court. It also implies that MS are now required to comply with the ruling and adjust their public registers so that the general public does not have an access to it as it was previously required by the Article 30 of the AMLD4 (as amended by the AMLD5).
3 Critical analysis of the CJEU ruling and its impact on corporate transparency

3.1 Transparency vs privacy

The principles of transparency and privacy/data protection are inherently opposing concepts. Expansion of the one usually means limitation of the other. Looking at the bigger picture, the CJEU ruling in WM and Sovim SA v Luxembourg Business Registers can be viewed as an extension of the Court’s recent pattern in its decisions regarding the clash of transparency with the privacy and data protection rights. In August 2022, the CJEU delivered a judgement in OT v. Vyriausioji tarnybinės etikos komisija where the Court once again expanded the scope of the protection of personal data to the detriment of transparency.74 The case concerned a director of a private entity which received public funds and therefore, in accordance with Lithuanian law, the director had an obligation to disclose certain personal data, financial activities and limited data concerning his or her spouse, partner or cohabitee. The presented data would then be published online in order to provide more visibility for the public to control where the public funds were spent. Similarly, the CJEU found the Lithuanian measure, particularly the requirement to publish the data online, to be disproportionate to the objective pursued and therefore, incompatible with the EU law.75

These recent cases provide useful insights about the position of the highest court in the EU with regards to debates around financial privacy and corporate transparency. The AML legislation of the EU is based on quite extensive requirements of data disclosure and retention.76 Thus, it was crucial that some of these questions were answered by the CJEU in its recent case law. However, the answers provided in its judgement, particularly with regards to WM and Sovim SA v Luxembourg Business Registers case, raise more questions than they answer and create further uncertainties. Some of these uncertainties are discussed below.

3.1.1 The sensitivity of financial data
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One of the issues raised by the CJEU analysis in *WM and Sovim SA v Luxembourg Business Registers* case is about the level of sensitivity of personal data processed in public registers of beneficial owners. Despite the limited amount of information provided in the registers (i.e. full name, date of birth, nationality, country of residence and nature and extent of the beneficial interest held), the CJEU considered that it was enough to draw up a profile of a natural person and thus, it constitutes a severe interference with the rights to privacy and data protection of individuals. This exact criterion was previously used in the Court’s case law regarding the protection of personal data and privacy, particularly in the cases regarding Passenger Name Records (PNR) and telecommunications data. However, both of these cases concerned public data related to an entire population rather than data related to a limited category of individuals. Moreover, in contrast to these other cases, the data in question in *WM and Sovim SA v Luxembourg Business Registers* case is related to legal persons, and not natural persons. It is argued that the criterion that apply to natural persons should not be applied to legal persons in the same way.

The CJEU’s analyses state that the profile drawn up using the information from BO registers can reveal the ‘‘the state of the person’s wealth and the economic sectors, countries and specific undertakings in which he or she has invested’’. This is also the approach taken by the Constitutional Council of France in 2016 where it declared public register of trusts to be unconstitutional. However, this approach is debatable and raises questions whether the limited amount of information revealed through BO information is as sensitive as transactional data. Also, it is argued that the Court did not provide a detailed analysis on the essence of the rights to privacy and data protection, which resulted in convoluted interpretations of the judgement.

3.1.2 The conundrum of transparency
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As it has been stated by the EU legislator in Recital 31 of the AMLD5, the purpose of making BO information available to the general public is to increase corporate transparency so as to create a more hostile environment for criminals intending to launder proceeds of crime or finance terrorist activities. Therefore, it can be argued that the principle of transparency is at the heart of this measure. However, according to the CJEU, the principle of transparency, which can be found in Articles 1 and 10 of the TEU and also Article 15 of the Treaty on the Functioning of the EU (TFEU)\(^{82}\), is about enabling EU nationals to take a more active role in the democratic processes in their countries which will give the governments of MS more legitimacy.\(^{83}\) Based on this reasoning, the Court found that in the case of BO transparency, the necessary connection with the public institutions is missing as it concerns only transparency related to private entities.

From the reasoning of the Court regarding the principle of transparency, it can be deduced that transparency related to public institutions is necessary in order to establish a system of public supervision so as to detect potential corruption, conflict of interest and other possible illegal acts by public officials. It is because the public officials can have a significant impact on their societies. It is also an indication that the principle of transparency implies that law enforcement authorities and journalists alone cannot detect all the illegal acts.

In our complex modern world, corporate entities are gaining more and more power and already have an ability to have a serious impact on societies. This has been also admitted by the European Commission on several occasions.\(^{84}\) Traditionally, the idea behind creating legal persons was creating a better conditions for starting a business, namely by offering personal liability protection and better access to capital.\(^{85}\) They were not meant to be used in order to hide the identity of a natural person.\(^{86}\) Therefore, one might argue that the general public may have a legitimate expectation of certain level of transparency from private entities due to their significant impact on societies. The limited amount of data revealed in the BO registers might have addressed the said expectation.

Admittedly, at the time when the EU Treaties were adopted, the legislator might have included the principle of transparency related to the activities of
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public authorities. However, after the Panama and Paradise papers revealed how private entities are being used to hide illicit funds of corrupt officials, the need for corporate transparency has become widely acknowledged.\textsuperscript{87} In this sense, in the case of \textit{WM and Sovim SA v Luxembourg Business Registers}, the CJEU had an opportunity to recognise the newly emerged need for corporate transparency.

3.1.3 Proportionality test disconnected with the reality

After finding that the BO registers as required by the AMLD4 (as amended) constitute a serious interference with the rights to privacy and data protection, the CJEU proceeded to conduct its three step proportionality test. The test consists of analysing whether the measure in question is appropriate, necessary and proportionate to the objective pursued. The Court found that giving public access to the BO information is neither strictly necessary nor proportionate. However, the Court’s analysis is questionable for the following reasons.

First, the Court rejected the Commission’s arguments regarding the practical difficulties created by the previous AMLD4 regime whereas third parties could access the BO information by demonstrating a ‘legitimate interest’. The Court stated that the existence of practical difficulties in defining a legitimate interest ‘is no reason for the EU legislature to provide for the general public to access that information’.\textsuperscript{88} However, the Court did not provide any guidance on how to define the concept of a legitimate interest in this particular context. Admittedly, the Court did state that civil society might have a legitimate interest in accessing the BO information if they are connected with combating money laundering and terrorist financing. This implies that civil society, in particular the press and civil society organisations, may be asked to provide a proof of such connection in order to get an access to BO data. This, in turn, would require case-by-case assessment by the relevant authorities which would inevitably lead to delays in the work of these organisations.

According to the Court, combating financial crime and terrorist financing is not a priority for the general public or civil society, but it is the responsibility of public authorities and the obliged entities (e.g. credit institutions).\textsuperscript{89} Ideally, well-funded and adequately staffed financial intelligence units and law enforcement agencies should be sufficient to combat criminality. However, any adequate proportionality test needs to keep the reality in mind. According to one of the recent reports prepared by the Financial Action Task Force


\textsuperscript{88} WM and Sovim SA v Luxembourg Business Registers, para 68.

\textsuperscript{89} Ibid, para 83.
(FATF) and MONEYVAL, one of the main issues faced by the FIUs in Europe is ‘understaffing and insufficient material resources’. This is in the light of the increasing number of suspicious activity reports (SARs) submitted by the financial institutions. According to the EUROPOL report, the number of SARs received by the EU FIUs in 2014 was around 1 million and the number continued increasing. The same report claims that only around 10 per cent of these reports were further investigated and only 1 per cent of the proceeds of crime were confiscated. According to another report prepared by the Association of Certified AML Specialists (ACAMS), the number of SARs received by the FIUs in 2018 in the 12 largest European countries was expected to be higher than 1.6 million. These reports indicate that the volume of work for FIUs and law enforcement agencies has been increasing, which is likely to overwhelm these government entities and affect their efficiency. In this sense, one might argue that the Court might have overlooked the important and necessary role played by investigative journalists, media and civil society organisations in the fight against financial crime and terrorist financing. Some of the evidence on the effectiveness of the general public access to BO will be discussed in the following section of this thesis.

Another interesting point to be made in this instance is that the Court has explicitly expanded the responsibility to combat money laundering to the obliged entities such as credit and other financial institutions. Therefore, the Court stated that the unrestricted access to BO information by these obliged entities is justified. Based on this, one can deduce that the CJEU has included private entities as one of the primary actors to combat financial crime and terrorist financing. Therefore, it is unclear why the Court has so easily disregarded the role of other private parties such as the civil society and the general public in the prevention and combatting of financial crimes.

3.2 The efficacy of existing corporate transparency measures in preventing financial crimes

Although public registers of beneficial owners are relatively new phenomena, there is a compelling evidence that they can play a vital role in discovering and tackling financial crimes, tax abuses, corruption and other illicit activities. This is in opposition to the CJEU’s argument during its proportionality
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assessment that the public access to BO data is not strictly necessary to combat financial crimes. This section will provide some of the instances where the public registers enabled media and civil society organisations to pierce the corporate veil, connect the dots and identify various financial crimes.

One of the important aspects of public registers is that it can help to identify potential cases of conflict of interest. This was the case in 2018 when Transparency International Czech Republic discovered that Andrej Babiš, who was the Prime Minister of the Czech Republic at the time, was also the ultimate beneficiary of the trust funds which owned Agrofert.95 Agrofert is an agrochemical conglomerate that Andrej Babiš was the sole owner of prior to 2017. In 2017, when he became the Prime Minister, he claimed that he transferred his shares to two trusts implying that he was not the beneficial owner of the company anymore.96 However, with the help of Slovakia’s public register of beneficial owners, it was possible to identify that Andrej Babiš was also the ultimate beneficial owner of these two trusts. As a result, he exercised the controlling powers on Agrofert. This was subsequently confirmed by the European Commission’s audit.97

This was an important finding because Agrofert was a recipient of the EU public funds. According to the EU Parliament’s decision, the undertakings which are owned and/or controlled by politicians must not be recipients of EU subsidies.98 Therefore, following the discovery, Andrej Babiš faced trials in a fraud case involving the EU subsidies.99 Apart from illustrating the benefits of free and public BO register in Slovakia, it also demonstrated the potential danger of ineffective registers since Germany’s BO register failed to

include Andrej Babiš as a shareholder of the German subsidiary of Agrofert.\textsuperscript{100}  

Another example was when the journalists from the French newspaper \textit{Le Monde} identified that Aécio Neves, who is a prominent politician in Brazil, has a 81-year-old mother who owns a company in Luxembourg which potentially transacted in millions of euros.\textsuperscript{101} As a result, he is currently being investigated in connection to multiple corruption and money laundering cases.\textsuperscript{102} This finding was also possible due to the newly established public register of BO information in Luxembourg as required by the AMLD5.

Apart from revealing the cases of conflict of interest, corruption and tax abuses, the public registers were also useful in revealing the AML breaches of various banks which, in certain cases, even resulted in withdrawing the banks’ licenses. One of such examples is the case of Andelskasse in Denmark. It was a bank in Denmark which allegedly laundered more than US$600 million in 2017-2018.\textsuperscript{103} Having gained access to the bank’s list of high-risk clientele, Danish newspaper ‘Børsen’ conducted its own investigation by using the public register of beneficial owners in Denmark.\textsuperscript{104} As a result, it found that a number of bank’s clients had connections to various suspicious activities, with some of them being under investigation for money laundering in their own respective countries. These findings raised suspicions regarding the bank’s compliance with the requirements of customer due diligence and its reporting obligations.\textsuperscript{105}

These and other examples demonstrate that despite being around only for a short period of time, public registers of BO data have played a significant role in identifying various financial crimes. Apart from its use in terms of preventing financial crimes, it is also commonly used by the private sector for business reasons. For example, in one of the surveys conducted in 2016, almost all of the surveyed executives (91 per cent) stated that it is important to know the beneficial owner of an entity with which they might do business together.\textsuperscript{106} In a report prepared by the Financial Accountability and Corporate

\textsuperscript{100} Transparency International 10 September 2021.
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Transparency Coalition (FACT Coalition), it states that anonymous corporate structures facilitate illicit commerce and increase reputational and financial risk for companies.\textsuperscript{107}

The use of BO information by various companies in the private sector has been known for a long time now.\textsuperscript{108} Larger companies are known to purchase this information from various paid registries.\textsuperscript{109} However, this approach is not sustainable for smaller companies as the cost of it would be disproportionately higher for them.\textsuperscript{110} Therefore, creating publicly accessible registers of BO data contributes to minimise the cost of customer due diligence while allowing companies to make more informed business decisions. This, in turn, levels the playing field\textsuperscript{111} and enhances market competition.\textsuperscript{112} Public registers also benefit other sectors such as environmental and social governance where the need for BO information is on the rise.\textsuperscript{113} This was also recognised in the conclusions of the World Economic Forum in Davos in 2021 which highlighted the importance of knowing the beneficial owner of companies so as to gain more oversight and make more informed decisions.\textsuperscript{114}

The examples provided above indicate that the public access to BO data has emerged as a ground-breaking tool in the fight against financial crimes and other illegal activities. While the CJEU in \textit{WM and Sovim SA v Luxembourg Business Registers} case argued that it is not strictly necessary to provide such access to the general public, a growing body of evidence suggests otherwise. By providing open access, public registers enabled investigative journalists and other members of civil society to work with the law enforcement agencies
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in deterring criminals from exploiting complex corporate structures to conceal their illicit activities.
4 What is the future for the corporate transparency in the EU?

Given the CJEU’s ruling in WM and Sovim SA v Luxembourg Business Registers case, the future of corporate transparency in the EU seems to be at crossroads. The ruling prompted a need to revisit and revise the EU’s AML legal framework in order to address the concerns raised by the CJEU. Such revision would necessarily include clarifying the balance between transparency and privacy/data protection rights. Also, current situation requires the Commission to be creative when it comes to drafting the forthcoming AML regulation in order to take into consideration interests of both pro-transparency and pro-privacy groups. In this section, I will explore some of the factors which could shape the future of corporate transparency in the EU.

4.1 A new anti-money laundering legislative package

In July 2021, the Commission announced a new legislative package related to the AML and countering the financing of terrorism. The new package includes, inter alia, a proposal for a new AML Regulation (AMLR) and a proposal for the 6th AML Directive (AMLD6). Both of these proposals for the legal instruments have provisions regarding the BO transparency which build on the AMLD4 (as amended). However, since these proposals were drafted prior to the CJEU’s ruling in WM and Sovim SA v Luxembourg Business Registers case, they do not take the CJEU’s concerns into account. Nevertheless, some of their provisions affecting the corporate transparency do not directly conflict with the Court’s ruling and thus, they may appear in the forthcoming AML legislations.

The proposal for the AMLR, which aims to harmonise some of the rules across the EU, does not have any provisions regarding the general public access to BO data. However, proposal for the AMLR offers a harmonised definition of the concept of a “beneficial owner” and lists precise requirements as to what information should be collected in each case. The Recitals 64-69 of the text of the AMLR proposal explain that the level of BO transparency
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regime differs across the EU which, subsequently, hampers the intended level of transparency.\textsuperscript{117} While analysing the proportionality stricto sensu of the AMLD4’s (as amended) measure, the CJEU stated that the rules regarding the disclosure of BO data are not sufficiently defined and thus, they do not meet the requirements of clarity and precision.\textsuperscript{118} In this sense, the proposal for the harmonised definition of a “beneficial owner” and precise disclosure requirements addresses one of the CJEU’s concerns expressed in its ruling. Therefore, it is likely to be in the final version of the AMLR when it is adopted.

The text of the proposal for AMLD6 contains provisions regarding the general public access to the BO information.\textsuperscript{119} Specifically, Article 12 of the proposed AMLD6 states that the EU MS must provide access to such information to any member of the general public. This is in line with the requirements of the AMLD4 (as amended). However, given the recent ruling of the CJEU, the EU legislator has to revisit and revise these provisions in a way that could strike a more balanced approach with regards to the fundamental rights and the EU general interest in combatting financial crimes.

4.2 Adopting a risk-based approach

One of the ways to strike such balance might be adopting a risk-based approach to corporate transparency. The FATF defines the risk-based approach as identifying, evaluating and understanding the money laundering risk which one is exposed to, and taking appropriate measures depending on the level of that risk.\textsuperscript{120} In the context of corporate transparency, this could imply assessing and categorizing companies based on their risk profiles which would then determine the level of disclosure requirements. Such risk-based approach could offer a more nuanced understanding of the need for corporate transparency.

For instance, companies which operate in sectors which are historically more prone to money laundering, tax evasion or corruption, or those with a history
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of non-compliance could be subject to higher level of transparency.\footnote{See e.g. Veriff, ‘7 high-risk customer types and how to identify them’ (Veriff, 6 April 2023), <www.veriff.com/blog/7-high-risk-customer-types-and-how-to-identify-them> accessed 14 May 2023.} It could mean that these companies’ beneficial owners data would be available to the general public and/or their additional details of the beneficial owners might be provided to competent authorities and obliged entities. It could also mean that they might be subject to more frequent reporting and/or monitoring by the relevant authorities. On the other hand, companies which can be deemed as low-risk (e.g. small family-owned companies without any cross-border operations or connections to any high-risk industries or high-risk jurisdictions from a money laundering perspective) could be subject the lower level of transparency requirements.

By adopting a risk-based approach, the EU legislator could achieve a more adequate balance between promoting corporate transparency and protecting the fundamental rights to privacy and data protection. It is because such approach would be more tailored to the unique risks inherent to various types of business. This could also influence the CJEU’s proportionality assessment. The CJEU considered that the general public access to BO data is not strictly necessary. However, should the EU legislator provide such access only with regards to higher-risk companies, the CJEU might possibly reconsider its stance towards the general public.

4.3 Legitimate interest and direct access

After the CJEU’s ruling in WM and Sovim SA v Luxembourg Business Registers case, many pro-transparency groups have argued that the ruling was blow to the fight against financial crimes and undermined many years of progress.\footnote{Dominic Thomas-James, "Editorial: The Court of Justice of the European Union and the beginning of the end for corporate transparency?", (2023) Vol. 30 No. 2, p. 307, Journal of Financial Crime; See also Transparency International, ‘EU Court of Justice Delivers Blow to Beneficial Ownership Transparency’ (22 November 2022), <www.transparency.org/en/press/eu-court-of-justice-delivers-blow-to-beneficial-ownership-transparency> accessed 14 May 2023.} It is likely that these groups will continue their push towards greater BO transparency in the EU. This, in turn, may influence the policymakers in the EU to look for alternative approaches in order to ensure that these transparency groups have access to the BO information without violating privacy and data protection rights.

One way to uphold transparency would be to allow civil society organisations, journalists and possibly foreign competent authorities to have a direct access.
to the BO registers. This would require a special access mechanism whereas the aforementioned actors may need to go through a one-time verification process and provide relevant documentation to prove their watchdog role in preventing money laundering. This in contrast to the case-by-case approach as it was the case prior to the AMLD5. As it was documented by Transparency International, legitimate interest access regime which was established by the AMLD4 (before amendment) created a number of difficulties (e.g. frequent denials to access and redactions of the significant portion of the information) for civil society organisations and investigative journalists in accessing the BO data. Thus, the above-mentioned direct access regime might allow these actors to exercise their role as watchdogs without constraints. This is in line with the CJEU’s argument that civil society organisations and the press have a legitimate interest in accessing the public registers.

Undoubtedly, the CJEU’s ruling in WM and Sovim SA v Luxembourg Business Registers case has added a degree of ambiguity to the future direction of corporate transparency in the EU. The EU legislator has a task of finding a delicate balance between the two rivalling principles of transparency and privacy. As policymakers, various stakeholders and legal experts around the EU continue to discuss the best ways to achieve such balance, these discussions may lead to innovative regulatory approaches.
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5 Conclusion

The quest for a harmonious balance between corporate transparency and the rights to privacy and data protection is not an easy endeavour which requires innovative thinking, robust legal and policy tools. After a series of well-known international scandals revealed the dangers of anonymous corporate structures, transparency campaigners have become a strong force in advocating corporate transparency. It has been primarily because of the increased public awareness of the need for greater transparency that the AMLD5, with its requirement of public BO registers, was adopted considerably unopposed. Predictably, it has raised questions regarding the interference of AML measures, specifically public registers of beneficial owners, with individuals’ fundamental rights to privacy and data protection.

The CJEU’s ruling in *WM and Sovim SA v Luxembourg Business Registers* case has sparked important discussions on this issue and opened up avenues for new solutions. Specifically, the CJEU’s balancing exercise and its subsequent proportionality assessment seems to have created an element of uncertainty with regards to the future of corporate transparency in the EU. For example, the Court did not provide a detailed analysis on the matter of sensitivity of BO data, but sufficed to say that it is capable of revealing ‘the state of the person’s wealth and the economic sectors, countries and specific undertakings in which he or she has invested’. It would be important to understand the Court’s reasoning as to how it reached this conclusion since it was later used to establish that the disclosure of such data severely interfered with the fundamental rights of the citizens.

It has also been argued that in conducting the proportionality test, the Court’s arguments were disconnected with the reality of combatting financial crimes. For example, the Court has easily disregarded the Commission’s argument regarding practical difficulties in applying the concept of ‘legitimate interest’. Although the Court stated that, inter alia, certain civil society organizations and the press have a legitimate interest in accessing the BO data, it did not offer any practical recommendations as to how and based on what criteria ‘legitimate interest’ should be determined. Another argument in this regard is that the Court seems to have overlooked the important role played by the investigative journalists and civil society in combatting financial crimes. Given the limited resources available to the competent authorities in the EU, as
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demonstrated by several examples, civil society has played an important role in finding and preventing potential financial crimes.

However, this thesis has not merely critiqued the status quo. It has also explored alternative approaches for achieving a more balanced compromise that can uphold both objectives without undermining either. One of the provided suggestions is to adopt a risk-based approach with regards to BO transparency. It implies assessing and categorizing companies based on their risk profile from a money laundering perspective. Subsequently, the level of transparency required would depend on the level of risk associated with the company. Another proposal discussed in this thesis is allowing civil society organizations, the press and other interested parties to have a direct access to the BO information after a one-time verification process whereas they demonstrate their watchdog status and legitimate interest. This would be in contrast to assessing their legitimate interest case-by-case which would necessarily delay the work of these organizations.

It remains to be seen how the Commission will address the CJEU’s concerns in the forthcoming AMLR and AMLD6. It will certainly require a cooperation with a wide range of stakeholders, such as credit and other financial institutions, regulators, data protection authorities and civil society organizations. Ultimately, the goal is to establish a fair, accountable and transparent corporate environment that upholds the fundamental rights of the citizens without jeopardizing the broader societal need in the EU to prevent and combat financial crimes.
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