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Abstract— In this paper the impact of interference from
Bluetooth networks on the throughput of IEEE 802.11
FHSS networks is investigated. This is done by deriv-
ing an analytical approximation of the throughput of slow
frequency-hopping systems. The derivation in itself pro-
vides valuable insights into the mechanisms of interference
between systems employing the frequency-hopping tech-
nique. In deriving the approximation, it is assumed that
packet collisions result in total loss of all information con-
tained in the packets involved in the collisions, regardiess
of the distance between the networks. The results indicate
that the Bluetooth networks may have a negative effect
on the throughput of an IEEE 802.11 network using long
packet types,
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I. INTRODUCTION

Presently, and certainly in the coming years, a vari-
ety of radio systems must coexist in the unlicensed 2.4
GHz ISM-band. In this band, some type of spread-
spectrum technique must be used, e.g., direct-sequence
spread spectrum (DSSS) or frequency-hopping spread
apectrum {FHSS). Systems that use FHSS are, e.g., Blue-
tooth [1} and WLAN systems based on the IEEE 802.11
FHSS standard {2].

With the expected increase of the number of Blue-
tooth units present in consumer electronics in the near
future, the interference between systems using different
types of spread-spectrum techniques is a topic of signif-
icant interest. In this paper we have choser to focus

on the interference between FHSS systems by deriving .

an analytical approximation of the throughput of such
systems. } -
The system model enables this analytical derivation
since it is assumed that collisions always result in total
loss of the data in the colliding packets. Although re-
alistic in relatively few cases, this assumption will make

it possible to ‘derive a useful analytical approximate ex- -

pression for the throughput of the systems.

With our approach, the main idea is to first find the
approximate probability of a certain number of packet
collisions between one reference network and one inter-
fering network, and from that derive an expression for
the throughput when multiple interfering networks are
present. The throughput is given as a function of the
number of adjacent interfering networks, the lengths of
the available packet types, and the probability that a

unit transmits a packet of a certain type.

The major contribution of this paper is an analysis,
which is performed using a simple expression, of the
throughput degradation of FHSS networks in close prox-
imity of each other. In addition, the derivation of the
approximation yields valuable insights into the mecha-
nisms of interference between FIISS networks.

In the literature, the topic of this paper, i.e., the inter-
ference between different types of FHSS systems, have re-
ceived Httle attention. However, the interference between
FHSS and DSSS systems has been investigated. For ex-
ample, work on the interference between IEEE 802.11
DSSS and Bluetooth has been performed analytically in
[3,4], empirically in [5,6}, and by use of simulations in
[7]. |

This paper is organized as follows. In Section II the
system model is presented and in Section III the approx-
imation of the throughput of FHSS networks is derived.
The investigation of the impact of the interference be-
tween FHSS systems is performed in Section IV, and in
Section V some conclusions and final remarks are pre-
sented.

II. SYSTEM MODEL

A system is defined to consist of N networks, and a
network is defined to consist of an arbitrary number of
units that communicate without interference. Specifi-
cally, there is exactly one ongoing transmission within
a network at a time. This implies that units within a
network are coordinated in some manner.

How the resources are divided between the network
units, or the resulting throughput of a specific unit, is
not of interest here; the performance of the networks
and of the system is considered as a whole. The term
network transmission is used for a transmission by any
unit within a network.

Networks transmit packets that consist of the following
components: a header of length h;, a payload of length
l;, and a guard interval of length d;, where i refers to the
ith packet type. The components of a type ¢ packet can
be seen in Figure 1. The interval k; + [;, during which
the transmitter is active, i.e., transmitting, is referred to
as the active interval. In contrast, the transmitter is idle
during the guard interval. The lengths L;, [;, hi, and d;
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Fig. 1. Definition of a packet and its components: header, payload,
and guard interval. ‘Their lengths are h;, l; and d;, respectively,
and the sum of the lengths equals L.

are here specified in seconds, and when referring to the
entire packet length, L; = h; + {; + d; is used.

The probability of selecting a packet of type i for trans-
mission is denoted r;. The packet types and their cor-
responding probabilities that are used by a network are
henceforth referred to as its packet type distribution.

Further, it is assumed that networks always have pack-
ets to transmit and networks are only idle during the
guard interval. The reason for using guard intervals
is that the hardware cannot shift frequency instanta-
neously.

When a new packet is to be sent, a packet type is
selected from the set of available packet types and a new
frequency channel is also selected. The new channel is
selected from a set of q channels and all channels are
selected with the same probability. In other words, we
employ a packet-based slow frequency-hopping scheme.
The scheme is termed slow since hops are not performed
after each symbol or parts of a symbol, but after each
packet. We further assume that networks select their
" channels independently of other networks.

It should be noted that transmissions are not synchro-
nized between networks, i.e., theré is no coordination
between networks of the start of packet transmissions.

To proceed, the terms overlap and collision are defined
as follows. An overlap between two packets occurs when
their active intervals, at some point in time, are trans-
mitted simultaneously, whereas a collision is an overlap
on the same frequency channel. Hence, a collision implies
an overlap but the converse is not necessarily true.

Should there occur a collision, all packets involved in
the collision will be destroyed and the information con-

tained in the colliding packets is lost. On the other hand, -

if no collisions occur packets are assumed to be correctly
received.

III. APPROXIMATION OF THROUGHPUT FOR SLOW
FHSS SYsTEMS :

The method employed for obtaining an expression for
the throughput of FHSS systems is the introduction of
a variable-length reference packet, for which an approx-
imation of the probability of successful transmission is
* found.

" Consider a system of N networks. One of these net-
works will act as a reference network and the other N1
networks will act as interferers. It is assumed that the
interferers all use the same packet type distribution al-
though extending the analysis to a case without this re-

striction poses no major difficulties. _

Assume that the reference network transmits a packet
of a certain type on one of the g channels. If any of the
interfering networks’ packets overlap with the reference
packet a collision might occur. The probability of suc-
cessfil transmission will therefore depend on the length
of the active interval of the reference packet and not on
the length of its guard interval. Let T be the length of
the active interval of the reference packet and let P{8;T)
be the probability of successful transmission of a refer-
ence packet whose active interval length is T

Given that the total number of interfering packets
overlapping the reference packet is n, i.e., we condition
on n overlaps, then the conditional probability for suc-
cessful transmission is [8]

P(S|n;T) = (1 — é)n | (1)

This follows since there are g channels available, and the
interfering networks independently select a certain chan-
nel with probability 1/g. Hence, the probability for not
selecting a channel is 1 —1/¢. For the transmission to be
successful, neither of the n overlapping packets may be
transmitted on the same channel as the reference packet,
thus, (1) is obtained. Note that since the number of over-
laps is given, this probability is independent of T'. The n
overlaps are generated by the V —1 interfering networks,
and each interfering network can generate multiple over-
laps during its transmissions if the active interval of the
reference packet is sufficiently long.

To obtain an expression for P(S;T'), the probability of
n overlaps during the transmission of the reference packet
must be calculated since the condition on n can then
be removed. Let piot(n;T) be the probability function
for the number of overlaps during an active interval of
length T. The condition on (1) is removed by summing
the product of (1} and p.oi(n; T) over n, which gives

P(ST) = prou(n; T) (1 - 1) - (2)
n=>0 g

To find the probability function pioe (n; T), pj(n; T) is
defined as the probability of interfering network j trans-
mitting 7 packets overlapping the reference packet’s ac-
tive interval. It is assumed that all interfering networks
transmit independently, which gives, by convolution of
the individual probability functions,

ot T) = p1(; T) x po(n; T) % ... x pv—1{n; T). (3)

This is the probability function of the sum of the number
of overlaps generated by the interfering networks.

Since it has been assumed that all interfering net-
works use identical packet type distributions, all p;(n;T)
are equal, e, p;(n;T) = p{(n;T) for all j. By letting
p®)(n; T) denote the convolution of k replicas of the
function p(n; T) with each other, (3) becomes

prot(m; T) = p NV (m; 7). (4)
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Fig. 2. Example of the Gaussian-like shape of the probability func-
tion for the number of overlaps during the reference packet’s
active interval, peot(n; T), and the conditional probability of
successful transmission (1 —1/g)"

Combination of (2) and (4) gives the probability of suc-
cessful transmission of the reference packet as

Pen =3 @D (1-1) o)

n=0 q

Although the probability function of the sum of the
number of overlaps p~—1(n; T) is possible to evaluate,
it is quite tedious and the result is difficult to analyze.
Therefore, the term (1 — 1/g)" is approximated with its
Taylor series expansion about the mean of the number
of overlaps, i.e., about figot = 3 peeg MProt (7 T).

By applying the approximation, (2) reduces to

P(ST) = gpmt(n; ) (1 - é)n ~ (1 - %)m o

and the approximation of P(S;T) is denoted P(S;T), i.e.,

;5(3; T) = (1 - é)m (M

The exact expressions is illustrated in Figure 2, where
it can be seen how (2) is calculated: For every n,
(1—1/g)" and prot (n; T) are multiplied and the products
are then summed. The probability function piot(n; T) is
obtained by convolving p(n; T} with itself the number

of times representing the number of interfering networks -

present, and piot(n; T) will after a few convolutions ex-
hibit the Gaussian-like shape that can be seen in Figure
2. This figure indicates that when the mean number of
overlaps is large, (1 —1/¢)" will be fairly constant for
the n for which poi(n; T) # 0, which yields an accurate
approximation for large itor. For small 7iio;, the steep
gradient of {1 — 1/¢)" will, in combination with the rel-
ative narrowness of pyt(n;T), ie., the variance of the

T
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Fig. 3. The critical time, T+ L; — di, for overlaps from a type i
packet during the transmission of a reference packet of length
T.

number of overlaps, resuit in a small error in this case as
well. ‘

Using the average packet length ZkM:l T Ly, where M
denotes the number of available packet types, the aver-
age number of packets transmitted by a single interfering
network during the interval T can be caleulated as

B T
S el

Per definition, a fraction r; of the interfering packets are
of type . Hence, the average number of type i packets
is

(T) (8)

a:(T) = r;A(T). 9)

By consulting Figure 3, it can be seen that for interfer-
ing type 1 packets the time interval T + L; — d; needs
to be taken into account when counting the number of
overlapping packets, resulting in an average number of
Ai{(T+ L; —d;) overlapping packets of type ¢. The interval
T + L; — d; is the time during which a start of transmis-
sion of a type i packet will generate an overlap, and,
hence, possibly a collision. Since all N — 1 interfering
networks transmit independently, the average number of
type 7 packet transmissions by all networks during that

‘time interval is

Tupot(T+Li —di) = (N = D)Rg(T + Li —di).  (10)

Given the average number of overlapping packets of each
type, the average total number of overlapping packets
Titot 1S given by the sum

~ M
ot = Zi=1 Rigot (T + Li — dy)
T+ Ei‘il ri (L; — dy)
skl
where . 7; = 1 has been used.
Substitution of (11) into (6) yields a closed form ap-

proximation of the probability of successful transmission
of a packet whose active interval length is T’

A "
N 1 (N T g T
P(S;T) = (1 - E) s T (12)

= (N-1) , (1



In order to calculate the throughput, assume that
the reference network with probability p; transmits a
packet of type k where the length of the header, pay-
load, and guard interval are denoted by Tg, Ag, and
Ay, respectively. Furthermore, the sum of reference net-
work’s kth packet type components is denoted Ag, ie.,
Ag = Tr + Ax + A, and U packet types are available.

The throughput is now obtained as the mean ratio of
the channel time that is used for successful transmission
of data in the payloads. Hence, the throughput is given
by the ratio between the mean length of the successfully
transmitted payloads and the mean packet length, in-
cluding the guard interval. However, in order to take
the different bit rates for the payloads into account, the
probability of successful transmission of a packet type is
also normalized with §,,, which is the bit rate used when
transmitting the type n payload. The throughput can
be written

U
2 BrpadnP(S; An — Ay)
R=1= : (13)

U
Y ol
k=1

Finally, by using the approximation (12) in (13), the ap-
proximate throughput for the reference network becomes

U (A"_An-'—Z:f—..lri(L‘_di))(N )
M —_
~ nz=:l ﬁnpnAn (1 - ';') Ek:l TrLly ]
;R - U
Prik
k=1

(14)

IV. TeroucHpPuT OF IEEE 802.11 FHSS IN THE
PRESENCE OF STRONGLY INTERFERING
BLUETOOTH NETWORKS

In this section we investigate how the throughput of

IEEE 802.11 FHSS networks is affected by interference
from Bluetooth networks by mapping these two systems
onto our system model. The throughput is calculated
and plotted ag a function of number of interfering Blue-
tooth networks using (14).

The IEEE 802.11 FHSS networks use either 3 = 1
Mb/s, corresponding to the 1 Mb/s PHY-mode, or 3 =2
Mb/s, corresponding to the 2 Mb/s PHY-mode, for the
transmission of the payloads. The header length, T, is
192 ps and the guard interval length, A, is 224 us. Since
only one packet type is used, the subscripts on the packet
component lengths have been omitted.

The throughput of networks transmitting packets with
payloads of 4096 bytes, corresponding to hopping fre-
quencies of 30 and 60 Hz, have been investigated. These
two hopping frequencies are obtained when the 1 Mb/s
and 2 Mb/s PHY-modes are used, respectively. A pay-
load length of 4096 bytes is the maximum payload length
allowed by the IEEE 802.11 FHSS standard [2].

Bluetooth 802.11
Parameter iong  short 4096 bytes 1500 bytes
r/p 1 1 1 1 1 1
L/Ajus) 3380 630 |-33184 16800 12416 6416
“h/T(us| - 160 160 | 192 192 192 192

I/M[us] 3000 250 | 32768 16384 12000 6000
dfA[us] 220 220 224 224 224 224
[ [Mb/s] 1 1 1. 2 1 2

TABLE I
802.11 PACKET TYPES CORRESPONDING TCO PAYLOAD LENGTHS OF
1500 AND 4096 BYTES, AND BLUETQOTH PACKET TYPES.

In addition to the 4096 byte case, the throughput of
networks transmitting payloads of the commonly used
packet length of 1500 bytes is also investigated. This
payload length in bytes corresponds to a hopping fre-
quency of 81 Hz when the 1 Mb/s PHY-mode is used
and 156 Hz when the 2 Mb/s PHY-mode is used. The
number of channels used for frequency hopping is 79 for
both the reference network and the interferers.

The interfering environment consists of a variable
number of Bluetooth networks. Generally, Bluetooth
networks can use three packet types, but it is assumed
here that either the longest or the shortest packet type
is used by all the interfering networks. Since the headers
of all Bluetooth packets are equal, the long and short
packet types represent the best and worst cases, respec-
tively, for the IEEE 802.11 network. We note that a
dwell time of only 630 us, corresponding to a hopping
frequency of 1600 Hz, is considerably smaller than the
longest packet type used by the IEEE 802.11 networks.

The parameters for the IEEE 802.11 and Bluetooth
packet types are summarized in Table 1. In this table,
r,L,h,I, and d are used for interfering Bluetooth net-
works and p, A, 7, A, and A are used for the reference
network, i.e., the IEEE 802.11 network.

Consider first an IEEE 802.11 network using packets

_with payloads of 4096 bytes, i.e., packets of the type

specified in the foufth and fifth column in Table I. The
throughput of such a reference network, using the 1 Mb/s
and the 2 Mb/s PHY-modes, is plotted in Figure 4 as
a function of the number of interfering Bluetooth net-
works, which all use either long or short packets. For
a given PHY-mode for the IEEE 802.11 network, the
throughput is bounded by the worst case and the best
case throughput, répresented by the cases when the Blue-
tooth networks use the short or the long packet type,
respectively. When the IEEE 802.11 networks use the 2
Mb/s PHY-modes, a throughput of half of the maximum
or less is cbtained for approximately 2 and 10 interfering
networks when the interfering Bluetooth networks use
the short or long packet types, respectively. If the IEEE
802.11 networks use the 1 Mb/s PHY-mode instead, the
corresponding number of interfering networks is approx-
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Fig. 4. Throughput of an IEEE 802.11 FHSS network, using the
1 or 2 Mb/s PHY-mode, as a function of the number of in-
terfering Bluetooth networks. The IEEE 802.11 network uses
packets with a payload of 4096 bytes and the Bluetooth net-
works use a hopping frequency of 300 Hz or 1600 Hz.

imately 1 and 5.

Next, the throughput of the 1500 byte IEEE 802.11
packets is calculated. The results for the two packet
types in the sixth and seventh columns of Table 1 can
be found in Figure 5. Half of the maximum throughput
or less for the 2 Mb/s mode is obtained for 8 and 20 in-
terfering networks when the interfering networks use the
short or long packet types, respectively. The correspond-
ing values for the 1 Mb/s mode are 3 and 13 interfering
networks. It can be seen that the throughput loss of an
IEEE 802.11 network using the 1500 byte packet size is
not as severe as in the 4096 byte-case. This is because
the hopping frequencies for the smaller packet size are
156 and 81 Hz, which is approximately double that of
the 1500 byte case.

V. CONCLUSIONS

In this paper we have derived an analytical approxima-
tion of the throughput of interfering FHSS networks. In
addition, the applicability of the approximation and the
mapping of existing systems onto the presented system
model is illustrated by investigating the throughput of an
IEEE 802.11 FHSS wireless network in the close proxim-
ity of multiple Bluetooth networks. It can be concluded
that an IEEE 802.11 FHSS network using a low hopping
frequency may suffer in terms of throughput due to the
higher hopping frequency of the Bluetooth networks. It
should be noted that, in practice, the throughput for the
two systems in the presence of each other may. differ from
what is presented in this paper since we have not taken
into account a number of important aspects concerning
the practical implementation of the systems.

== B02.11: 1500 byles, 1 Mb/s, Bluetooth: short
~== 802.11: 1500 bytes, 2 Mbvs, Bluetooth: long

{’m BOZ.1%: 1500 byles, 1 Mbis, Bluetooth: long
-+ 802.11; 1500 bytes, 2 Mb/s, Bluetooth: short

Throughput (Mb/s}
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o

0 10 20 30 40 50 80 70
Number of interfering Bluetooth networks

Fig. 5. Throughput of an IEEE 802.11 FHSS network, using the
1 or 2 Mb/s PHY-mode, as a function of the number of in-
terfering Bluetooth networks. The IEEE 802.11 network uses
packets with a payload of 1500 bytes and the Bluetooth net-
works use a hopping frequency of 300 Hz or 1600 Hz.
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